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COMPLIANCE ESPECIALIZADO EN

DATA PRIVACY

PRIVACIDAD DE DATOS
PERSONALES '
L

Enfoque Internacional y Practii

Modalidad:

100% ONLINE i
Inicio: 3 de agosto e\ | (
Finaliza: 21 de Septiembre l f

CURSADA LUNES Y MIERCOLES DE 19 A 21 H (ARG))
14 CLASES MAS PRACTICA BASADO EN CASOS APLICADOS

CERTIFICACION UNIVERSITARIA

En el marco de los programas de estudio de Compliance Integral ®.

CERTIFICIACION OF KCLAL DE RSl JUNTD A

e Compliance
INTEGRAL

8:8 Dirigido a:

Dirigido a profesionales de empresas privadas y entes publicos. Y en
particular, a directores, gerentes, funcionarios publicos, auditores y oficiales
de cumplimiento, que deseen especializarse en Data Privacy o quieran
ampliar sus habilidades profesionales sobre los riesgos asociados a la
tematica y su tratamiento efectivo.




@ Cronograma

Inicio: 3 de Agosto de 2026.
Finalizacion: 21 de Septiembre de 2026.

Dias y horarios de cursada: lunes y miércoles de 19 a 21 h (Arg.).

Modalidad: 100% online sincronica a través del Campus Virtual de UMSA.
Los participantes dispondran también del material y de la grabacion completa
de las clases asegurando asi la continuidad del aprendizaje.

ﬁ Metodologia innovadora de enseianza

®» Clases dictadas por expertos que lideran la funcion de Compliance,
Data Privacy y/o Seguridad de la Informacion.

®» Perspectiva local e internacional sobre la proteccion de datos
personales.

®» Enfoque tedrico-practico sobre los riesgos y funciones.

®» Afianzamiento de los principios y conocimientos adquiridos mediante
trabajos practicos.

®» Articulacidn con el Programa Ejecutivo en Compliance Integral® y los
demas programas de Governance School de la UMSA (universidad
con vasta trayectoria).




&b Objetivos del Programa

Comprender los principios fundamentales, y el marco normativo local
e internacional de la proteccidon de datos personales, identificando las
mejores practicas en privacidad.

Desarrollar habilidades para disenar, ejecutar y supervisar programas
de privacidad corporativos, incorporando principios como privacidad
por diseno, evaluaciones de impacto en privacidad (PIA) y gestion de
incidentes.

Fortalecer los conocimientos para enfrentar desafios actuales y
futuros en privacidad de datos, analizando tendencias y riesgos
emergentes provenientes de la inteligencia artificial, economia del
dato y regulacion del big data.




[7 Plan de Estudios

a

m» MODULO 1-INTRODUCCION A LA PROTECCION DE DATOS
PERSONALES (6 H)

Clase 1 - Fundamentos y principios basicos de la Proteccion
de Datos Personales

e Vision del Organo de Gobierno en el marco de un programa
de Compliance Integral®.

e Importancia de la Proteccion de los Datos Personales.

e Sociedad de la informacidn: sus riesgos y retos asociados.

Clase 2 - Fundamentos y principios basicos de la Proteccion
de Datos Personales (cont.)

e Potencial econdmico de los Datos Personales.
e Evolucion global de la Proteccidon de Datos.

e Principios basicos de privacidad.

e Introduccion al marco normativo.

Clase 3 - Marco normativo

e Normativas internacionales: GDPR y otras normativas relevantes.

e Normativa Regional. Ley Argentina de Proteccion de Datos Personales
(Ley N°25.326), LGPD (Brasil) y otras normativas relevantes.

e Normativa sectorial y regulaciones especificas por industria.



B» MODULO 2 - SUJETOS DEL ECOSISTEMA DE PROTECCION DE
DATOS Y LOS DERECHOS DE LOS TITULARES (4 H)

Clase 4 - Identificacion de los sujetos vinculados al tratamiento de
los datos

e Sujetos involucrados en el tratamiento.

e El responsable del tratamiento y corresponsables.

e Acuerdos de tratamiento de datos (Data processing agreements).
e Transferencias internacionales de datos. Mecanismos legales.

Clase 5 — Derechos de los titulares de los datos y mecanismos de
proteccion

Derechos de los titulares de los datos: acceso, rectificacion, supresion,
y oposicion. (Data subject requests).

Procedimientos para la administracion de los pedidos de los titulares
de los Datos.

Derechos especiales; a la portabilidad, a no ser objeto de un
tratamiento automatizado.

Quejas y/o reclamos sobre el tratamiento de datos.

s MODULO 3 - IMPLEMENTACION DEL PROGRAMA DE PRIVACIDAD
DE DATOS (6 H)

Clase 6 - Programa de Privacidad de Datos

Gobernanza de la Privacidad. Rol del delegado de Proteccion dedatos -
DPO (Data Privacy Officer).

Disefio e implementacion del programa de privacidad de datos.
Privacidad por diseno y por defecto.

Evaluaciones de impacto en la privacidad (PIA).

Clasificacion de la informacion.



Clase 7 - Programa de Privacidad de Datos (segunda parte)

Gestion de incidentes de datos. Respuesta a brechas de seguridad y
notificaciones.

Evaluacidn de proveedores y terceros: contratos y clausulas de
privacidad.

Retos especificos en la implementacion dentro de empresas
multinacionales (regulaciones locales y obstaculos de autoridades
regulatorias).

Monitoreo y control del cumplimiento normativo.

Clase 8 - Seguridad de la Informacion y Proteccion de Datos

Interaccion entre las areas de Seguridad de la informacion y
Privacidad.

Medidas técnicas y organizativas de seguridad de la informacion.
Cifrado, anonimizacion y pseudonimizacion.

Gestidn del ciclo de vida de los datos: recoleccidn, almacenamiento,
procesamiento, eliminacidn segura.

Herramientas y tecnologias de privacidad.

Gestion de incidentes en conjunto por las areas en caso de brechas de
datos.

Clasificacion de la informacion y gestion de accesos.

m» MODULO 4 - REPORTE DE OPERACIONES SOSPECHOSAS (4 H)

Clase 9 - Tendencias y desafios actuales en Privacidad de Datos

Inteligencia artificial y privacidad. |A Act y GDPR.

Privacidad en la nube y tecnologias emergentes.

Regulacion del big data y economia de datos.

Nuevos modelos regulatorios y futuros desafios en privacidad.



Clase 10 - Integracion

e Desarrollo de una evaluacidon de Impacto en la Privacidad (PlA)sobre un
nuevo proceso o producto.

e Diseno de un plan Programa de Privacidad.

e Redaccion de clausulas de privacidad en contratos con proveedores.

e Casos de transferencia internacional de datos. Mecanismos legales.

e Redaccion de nota de privacidad.




ﬁ Cuerpo Docente

) Nigohosian, Gustavo Leandro.
Director de Governance School de UMSA. Liderd programas de
Compliance en Tenaris, Aerolineas Argentinas y Corporacion América
Airports en la cotizacidon en la bolsa de Nueva York.
Consejero de la Oficina Anticorrupcion -designado por el Ministerio de
Justicia-, Coordinador Nacional en Direccién Corporativa de la FACPCE y
miembro de la comision directiva de ACFE.

. Feldman, Karina.
Directora del Programa.
Abogada con una Maestria en Derecho Empresario. Mas de 20 anos de
experiencia en Companias multinacionales, se ha especializado en
cumplimiento normativo y proteccion de datos.
Actualmente se desempena como General Counsel, Chief Compliance
Officer y Data Protection Officer en Allianz Argentina, liderando la
implementacidon de programas de Privacidad, alineados con los estandares
nacionales e internacionales de Compliance en materia de proteccidon de
datos personales.

Y Paradela, Juan Manuel.
CISO, Allianz Argentina. Mas de veinte anos de experiencia en seguridad
de la informacion, gestidon de riesgos, compliance, data privacy, third party
risk assurance y auditorias Tl. Experiencia en roles de liderazgo en
ciberseguridad en diversas industrias: eléctricas, telcos, agro,
entretenimiento, electrdnica, retail y seguros. Formacion en Ingenieria en
Sistemas, MBA en Direccidn de Sistemas, Posgrado en Economia y
especializaciones en seguridad y proteccidon de datos.



Salguero, Ignacio. Abogado con mas de 15 anos de experiencia como
asesor legal en empresas multinacionales como Zurich, Mapfre y Duke
Energy, en asuntos legales y de cumplimiento. Actualmente trabaja como
oficial de proteccion de datos para Latam en Chubb, apoyando al negocio a
cumplir con las regulaciones de privacidad y la gestion de respuesta a
incidentes y también con la funcion de proteger los

datos en toda la organizacion.

Lofeudo, Ismael. Abogado graduado especializado en derecho informatico
y proteccidn de datos personales. Se ha desempenado durante mas de 15
anos como investigador, docente y consultor en derecho informatico, y ha
intervenido en causas de ciberdelitos, cubriendo un vasto abanico de
temas de derecho informatico, tales como nombres de dominio, derechos
de autor, contratacion informatica, derechos de usuarios y consumidores.

Recalde, Jessica. Abogada con especializacion en Ciberseguridad por la
Universidad de Nueva York. Actualmente se encuentra brindando clases,
charlas y conferencias magistrales sobre ciberseguridad, seguridad de la

informacidn y privacidad de datos en eventos tanto en Argentina como en
diversos paises de LATAM tales como Colombia y México.
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Acreditacion
e 75% de asistencia.
e Aprobar el trabajo practico integrador.

Certificado Oficial
e Certificacidn Universitaria.
¢ Metodologia Compliance Integral®.

Compliance
INTEGRAL

UNIVERSIDAD { ¥ SCHOOL

DEL MUSEQ SOCIAL ARGENTINO

UMSA emee (@)

D inscripciones@umsa.edu.ar Re +549114169-9144 @ www.umsa.edu.ar



